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What is Bitcoin & Bitcoin Mining?
• A global, decentralised virtual currency scheme

• Not backed by any government or legal entity

• Invented in 2008 by Satoshi Nakamoto (A Pseudonym)

• Total number of Bitcoins are limited to about 21m and are divisible 
up to 8 decimal places

• Bitcoins are minted into existence by a process called Bitcoin 
mining i.e. calculating the double SHA256 hash

• Currently 25 Bitcoins are mined every 10 minutes

• Mining is essentially finding a new block accepted by the Bitcoin 
network

• Bitcoin Transactions are indirectly included into each block



Improvement Proposal for Mining Reward 

Halving
• Currently 25 BTCs awarded for every new block found

• Reward is halved every 210000 blocks (roughly every 4 years)

• Reward suddenly halves i.e. it suddenly becomes twice as costly to 
mine Bitcoins



Market Price ($) of Bitcoin over the Years



Bitcoin Network Hash Rate over the Years



Bitcoin Hash Rate & Difficulty



Bitcoin Energy Consumption Statistics
Source: blockchain.info

There must be a more efficient way to mine Bitcoins!



The SHA256 Hashing Algorithm



SHA256 Message Scheduler



SHA256 Message Compression Function



The SHA256 Hashing Algorithm Contd..



The Number of Operations in SHA256



The Bitcoin Block Header Hashing Algorithm



The Bitcoin Block Header Details



#1 The Calculation of H0 for SHA2560



#2 Early Rejection at Rounds 61 and 62 for 

SHA2562

Source: http://csrc.nist.gov/groups/ST/toolkit/documents/Examples/SHA256.pdf 



#3 First 3 Rounds of SHA2561



#4 Round 4 Incremental Calculations for 

SHA2561



#5 Saving Additions Using the Long Trail of 

0s for SHA2561 and SHA2562 



#5 Saving Additions Using Long Trail of 0s



#6 Saving Additions With Hard Coding



#7 Message Scheduler Bypass



#8 Constant Message Schedule for SHA2561



#9 Incremental Message Schedule at Round 

20 for SHA2561



#10 Saving Additions by Dynamic Hard 

Coding for SHA2561



Discussion – Summary of Savings



Discussion – Summary of Savings II



Total Savings Introduced by the Algorithm 

Optimisations



Savings Factor Calculation



Limitations & Future Work
Limitations:

• Thesis had  more of a theoretical approach

• After optimisation, generic SHA256 hashing cannot be performed 

• Savings Factor of 1.8624 not entirely accurate but reasonably close

• Optimisations more concentrated towards SHA2561 than SHA2562

• Still more room for improvements and optimisations

Future Work:

• Need for implementation on a common platform

• Performance Comparison of OOTB and Optimised SHA256 for a 
more accurate rendering of the Savings Factor

• Compatibility Analysis of Algorithm Optimisations with Hardware 
Optimisations



Conclusion
• Managed to reduce the Bitcoin mining calculation of 2xSHA256 to 
approximately 1.8624xSHA256

• Entire Bitcoin network currently consuming about 15000 megawatt 
hour of electricity per day

• The optimisations will lead to an approximate  savings of 1000 
megawatt hours per day

• This is roughly equivalent to saving  about $150000 each day on 
electricity!

• Optimisation ideas decided to be made public for the betterment 
of the Bitcoin community



Thank You

Questions?


