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Attack – Same User
random a: must be kept secret!

random a

RNG

R=a.P

s= 
(H(m)+dr) / a 

mod n

r

(r,s)

same a used twice by the 
same user (d1=d2). In this 
case we have: (s1a-H(m1)) = 
rd =
(s2a-H(m2)) mod n
=> a=(H(m1)- H(m2))/(s1-s2)
mod n AND now 
d=(sa-H(m))/r mod n

anybody can steal 
the bitcoins! 

has also happened 
100 times in Bitcoin
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Is There a Fix?

Solution: RFC6979 [Thomas Pornin]

HOWEVER, 
no existing cold storage solution 
which have NOT already applied RFC6979 
can claim to resist our attacks. 
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RFC6979 [Pornin] = 5+ applications of HMAC

HMAC-SHA256

00….00
256

M

01….01 || 00 || kpriv || H(m)
256 + 1 + 256 + 256

K

HMAC-SHA256
K

(normally a loop 
BUT not needed 

for 256 bits output k)

V || 01 || kpriv || H(m)
256 + 1 + 256 + 256

k
256 ECDSA

http://www.rfc-
editor.org/rfc/rfc6979.txt

K 256

01….01
256

HMAC-SHA256
M

V 256

K

V d.

e.

Mf.

K 256

HMAC-SHA256
KMg.

V 256

HMAC-SHA256
KMh.

v 256

V 256
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HMAC-SHA256
Goal: avoids H(m||key) constructions 

(which are subject to certain specific attacks)

512
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HMAC-SHA256
Hashes twice with a key.

512

512 +256

512 +|M|

any size


